
February 21, 2012

Via Electronic Filing

Marlene H. Dortch

Office of the Secretary

Federal Communications Commission

445 12th Street} SW

Suite TW-A325

Washington} DC 20554

Re: Amendment of CPNI Certification Compliance,

EB Docket No. 06~361 for NuVuMarco Island Cable

Dear Ms. Dortch:

NuVu} an interconnected VolP service provider serving Southwest, Florida, pursuant to Section 64.2009(e) of the

Commission1s Rules} hereby submits its annual ePNI certification and accompanying statement.

Should you have any questions or require additional information, please contact the undersigned.

Sincerely,



NuVu's Annual 47 C.F.R~ § 64.2009(e) erNI Certification

ED Docket 06-36

AUlendedAnnual 64.2009(e) CPNI Certification for 2012 covering the prior calendar
year 2011

L Date filed: ~,20]2

Naine of cornpany(s) covered by this certification: NuVu

3. FOnTI 499 Filer ID: 828717

Name ofsignatory: William Gaston Jr.

5. Title ofsignatory: President

6. Certification:

1, William Gaston Jr., certifY that j am an officer of the company named above,
as an of the that I have that the "n...v. ...... ·o.... "

has established operating procedures that are adequate to ensure compliance
Commission's CPNI rules. See 47 C.F.R. § 64.2001 et seq.

Attached to this certification is an acconlpanying statement explaining how the
company's procedures ensure that the company is in compliance with the requirements

(i1'l~~1!~iI!g ~l1<!~~rtl?n.~<l.tiIlg..~~e. {l~9P~ign9fgR~lp~,?(;~U!~s, .1:l·~~niI1~?r~?()E~~~pi:I:l~,
~1{f sUpervis~rY re~i'ew),sctforth' insectl~on6~f200i eL~eq.·ofthe Commission's i-uies...

The company has not taken actions (i.e., proceedings instituted or petitions filed
by a colnpany at either state commissions, the court systenl, or at the COIDnlission
against data brokers) against data brokers in the past year.

The company has not reeeived customer complaints in the past year concerning
the unauthorized release ofCPNI.

The company represents and warrants that the above certification is consistent
with 47. C.F.R. § 1.17 which requires truthful and accurate statements to the
Commission. The company also acknowledges that false staten1ents and
misrepresentations to the CmDl11ission are punishable under Title 18 of the U.S. Code

:::y~~
, iHiam Gaston Jr.



Statement Of NnVu Concerning Its
Customer Proprietary Network Information Rules And Policies

The following rules and policies describe NuVu's operating procedures for maintaining a
= __c_.Q11illr~h~l1siy~(~ll~t()lP:~r.P!()Qri~!flD'g~tY\'()!1<il'lf()r@atigrle'~J?:NT)pr2g!al!1t2..P~(}!~~~ ....th~ .. p~iY(;l~)'()!~

our customers pursuant to Section 222 of the Communications Act of 1934, as amended, 47 U.S.C. §
222, and the FCC's rule 47 C.F.R. § 64.2001 et seq. These procedures prohibit the sale of telephone call
records or the Inarketing use of such infonnation. The use of customer data for external or internal sales
initiatives is prohibited and a disciplinary process is in place to handle any violation of this policy.

It is the policy of NuVu not to use, disclose, or pennit access to Customer Proprietary Network
Information C'CPNIH

), as defined in the FCC's rules, for any purposes other than the following, all of
which are pennitted without customer approval under FCC rules:

a. For the purpose of providing or marketing C01npany service offerings among categories of
service (i.e., local, interexchange) to which the customer already subscribes.

b. For the purpose ofproviding inside wiring installation, Inaintenance, and repair services.
c. For the purpose of marketing "adjunct-to-basict! services, such as speed dialing, computer

provided directory assistance, call monitoring, call tracing, call blocking, call return, repeat
dialing, can tracking, call waiting, caller J.D., call forwarding, and certain centrex features.

d. For the purpose of protecting the rights or property of the Company, or to protect users of its
services and other carriers from fraud, abusive, or unlawful use of or subscription to such
services.

A. Prohibition on Use of CPNI in Marketing

." .. Toehslire lheptofectiO!ioftl:re"prlvacyn"fcustofiTer···tnfonnatinnbyprohibitingtheurrauthorizedrelease· 
of CPNI and to prohibit the external or internal sale of telephone call records. Under no circumstances
shall the customer databases associated with NuVu's telephone system be utilized for marketing
activities.

If at some point in the future NuVu changes its policies with regard to the use of CPNI for sales or
marketing purposes it shall comply in all respects with the Commission's rules, including regulations
relating to customer rights to opt in or opt out ofsuch campaigns.

B. Policies With Respect to Customer Access (protections against pretexting)

• NUVU shall not release CPNI to customers during custolner-initiated telephone contact except when
the customer provides a password.

a) If a customer does not provide a password, NUVU may release call detail infonnation by
sending it to an address of record or,

b) by calling the customer at the telephone ofrecord.

It NUVU shall provide InandatoIy password protection for online account access.
.. NUVU n1ay provide CPNI to customers based on in-store contact with a valid photo ID.



~ shall notify customer irnmediatelywhenapassword, customer response toa hack-up
means ofauthentication for lost or forgotten passwords, online account, or address of record is
created or changed.

appointed a Compliance Officer can be reached at (239) 992-6888. All requests
data shaH be referred to the CPNI Compliance Officer.

PROCEDURES

Upon receipt ofa third-party request for customer C~n :records or other CPNI data that is not initiated by
the custoluer with verified password infonnation:

~ The employee receiving tIle request shaH notify the Compliance Officer.

'i) The Compliance Officer shall log the request with approved1denied status.

til Only requests associated \vith a legal court order shaH be approved/released. An accolnpanying

letter must indicate that released infonnation wiB not be used for nlarketing activities.

<5 Failure to foHow the above procedure shaH result in disciplinary action.

IV# REQUIREl\fENTS UPON DISCOVERY OF UNAUTHORIZE.D DISCLOSURE

the event of any breach of a customer's ePNI as described in section 64.2011 of the FCC rules, the
Company will, as soon as practicable and in aU events \\rithin seven (7) days of detennination of the
breach~ notifY la\\I' enforcement through and subsequently notify the
customer(s),inaccordance·witbtheproceduresand· inthe·sequence prescribed. by that rule section.. The
Company will maintain a record of any such breaches and notifications for at least two (2) years.

v. TRAINING

All Customer Service, Sales, and Marketing employees shaH receive ePNI training on annual basis.

A written record of all requests for, and complaints regarding, ePNI shaH be maintained for a nlinimum
ofone year. An Officer ofNU'VU shaH provide a conlpliance celtificate to the FCC by March 1 of each
year documenting compliancy with this program and records of requests or complaints, as wen as
information with respect 10 proceedings against data brokers and pretexters.

NuVu has not detected any unauthorized access to CPNI, either by employees, pretexters or other third
parties. NuVu did not receive any customer cOlnplaints regarding CPNI in 20 I I.

NUVU does not currently anow ePNI for sales or marketing. If at some point NUVU changes its
policies it shall retain a record of its an such sales and nlarketing campaigns that use its customers'
CPNL The record will include a description of each campaign, the specific ePNI that was used in the
campaign, and what products and services were offered as a part offhe campaign.




